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Inscape General Platform FAQs

10.

Where is Inscape hosted?
Azure; in a U.S. data center

Does Inscape support MFA?
Yes, Inscape supports Multifactor Authentication (MFA)

Is Inscape a multi-tenant solution?
Yes, Inscape is a multi-tenant SaaS solution.

Does Inscape provide RBAC?
Yes, Inscape gives you complete control of user access via role-based access control (RBAC).

Does Inscape use SSO?
Yes, you can access Inscape either with your Microsoft 365 credentials or Google credentials via Single
Sign On (SSO).

Can Inscape support multiple Microsoft tenants?

There is a 1 to 1 relationship between Inscape accounts and Microsoft 365 tenants. Because Inscape
uses Microsoft authentication with Azure Active Directory, the platform cannot support rolling up
multiple Microsoft 365 tenants to one Inscape account. Clients that have multiple Microsoft 365
tenants will need to create multiple Inscape accounts. For Azure, Inscape supports multi-tenant
therefore the platform can support rolling up multiple Azure tenants to one Inscape account.

Can | see a copy of the end user license agreement (EULA) for Inscape?
Yes - https://inscape.blob.core.windows.net/eula/EULA-Inscape-CDW-v2.0.0.pdf

How much time does it take data to load in Inscape?
The time will vary from customer to customer and will depend on the size of your environment. An
estimated time is 24-48 hours.

How long does Inscape hold data?
We hold onto the data for 12 months. If a customer no longer wants to use Inscape, the information is

deleted within 30 days.

Does Inscape Anomaly run in my Azure subscription?
No, Inscape Anomaly is a multi-tenant application running in Azure.

CDW.com | 800.800.4239


https://inscape.blob.core.windows.net/eula/EULA-Inscape-CDW-v2.0.0.pdf

11. What permissions does the Inscape platform require?

Inscape Platform

B® Microsoft

Permissions requested

Review for your organization

EB@ Inscape CDW

This app would like to:
A\ Read directory data

Allows the app to read data in your organization's directory,
such as users, groups and apps, without a signed-in user.

This is a permission requested to access your data in M365
CDX - RHM 2021-10.

Sign in and read user profile

Allows users to sign-in to the app, and allows the app to read
the profile of signed-in users. It also allows the app to read
basic company information of signed-in users.

This is a permission requested to access your data in M365
CDX - RHM 2021-10.

Frontend access to backend API (Inscape CDW)

It allows our frontend to access our backend API. It does not
expose any directory or company information.

This is a permission requested to access your data in M365
CDX - RHM 2021-10.

If you accept, this app will get access to the specified resources for
all users in your organization. No one else will be prompted to
review these permissions.

Accepting these permissions means that you allow this app to use
your data as specified in their terms of service and privacy
statement. The publisher has not provided links to their terms
for you to review. You can change these permissions at
https://myapps.microsoft.com. Show details

Does this app look suspicious? Report it here
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